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The first audit-readiness
platform built on Belgium’s
CyberFundamentals
framework.

Easy Cyber Protection makes NIS2 compliance accessible for

thousands of SMEs — through their trusted IT partner.
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THE CONTEXT

NIS2 is here. Over 2,000 Belgian organisations
must comply.

The EU’s NIS2 directive requires thousands of entities — hospitals,

municipalities, utilities, and their supply chain — to prove

cybersecurity compliance. In Belgium, that means the

CyberFundamentals (CyFun) framework from the Centre for

Cybersecurity Belgium (CCB).

Self-assessment starts April 2026. CAB certification audit by April

2027. A 20× increase from NIS1.

10,000–12,000
Belgian entities in NIS2 scope

Zero
Existing tools built on CyFun
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THE SOLUTION

Audit-readiness as a service. Delivered through
MSPs.

Most SMEs will turn to their trusted IT partner — their Managed

Service Provider (MSP) — when they need to comply. Easy Cyber

Protection gives MSPs a white-label platform to guide clients

step-by-step toward CyFun audit-readiness.

No compliance expertise required. The platform explains every control in

plain language and collects evidence with structured checklists.

CyFun-native

Every tier, every control, every Belgian translation — built in

White-label

MSPs deliver under their own brand. Their logo, their reports.

Local-first storage

Client data stays on their device. Never stored in our cloud.

Built-in awareness

Weekly micro-learnings in Dutch and French, branded per MSP.
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HOW IT WORKS

Six steps from onboarding to audit-ready.

1. MSP signs up

Gets a branded portal with their logo and domain.

2. Client assessment

Guided assessment determines which CyFun tier applies.

3. Controls mapped

Platform maps required controls, explains each in plain language.

4. Evidence collection

Client collects proof with step-by-step guidance and checklists.

5. Progress tracking

Dashboard shows exactly which controls are done and what’s next.

6. Audit-ready

All evidence collected, reports generated. CAB audit becomes a formality.

Client spends 30 minutes per week. MSP spends 30 minutes per client per week. The platform does the rest.
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COMPETITIVE POSITIONING

Built for this. Not bolted on.

CAPABILITY EASY CYBER PROTECTION GENERIC GRC TOOLS CONSULTANTS

CyFun / NIS2 native First and only NIS2 as one of many Manual mapping

Data residency Local-first (client device) Vendor cloud No platform

Target channel MSPs (white-label) Direct to enterprise Direct to enterprise

Compliance expertise needed No Often yes Outsourced

Belgian language support NL / FR / EN Mostly EN Varies

CyFun is expanding internationally: formally adopted by Romania, co-owned by Ireland, under evaluation by France, Portugal, and Croatia.
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BUSINESS MODEL

B2B2C. MSPs pay us, clients pay MSPs.

TIER MSP PAYS ECP MSP CHARGES CLIENT MSP MARGIN

Starter €15/client/mo €50–75/mo 70–80%

Professional €25/client/mo €100–150/mo 75–83%

Enterprise €40/client/mo €150–250/mo 73–84%

Revenue scales with the MSP’s client base. 50 MSP partners × 30 clients average = €450K ARR.

The CCB’s own retroanalysis shows CyFun Basic counters 82% of successful attacks, Important 94%, Essential 100%.
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ABOUT

Founder & key facts

Tom

Janssens
Tom Janssens

Founder

20+ years enterprise IT, including Eurocontrol. 10 years

running a B2B SaaS company. Recent interim CIO at a

€250M PE-backed automotive parts company. Member of

the Belgian Cyber Security Coalition.

Company Easy Cyber Protection

(brand of Core bv, BE 0861.455.911)

Founded 2025

HQ Belgium

Framework CCB CyberFundamentals (cyfun.eu)

Languages Dutch, French, English

Status Early-stage, onboarding MSP partners
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BOILERPLATE

Easy Cyber Protection is a Belgian cybersecurity startup that makes NIS2/CyFun

compliance accessible for thousands of SMEs through their trusted IT partner. Built natively

on the CyberFundamentals framework of the Centre for Cybersecurity Belgium (CCB), the

platform enables Managed Service Providers to offer audit-readiness as a white-label

service — no compliance expertise required.

Press inquiries? Let’s talk.

Tom@easycyberprotection.com · +32 478 33 63 76

easycyberprotection.com/press

VIEW THIS DECK ONLINE
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